**FELIX E. MEJIA**

Riverview, FL 33579 | 210.414.0284 [felix.mejia24@gmail.com](mailto:felix.mejia24@gmail.com) | <https://www.linkedin.com/in/mrmejia24/>

# PROFESSIONAL SUMMARY

Solution Architect & Technical Program Manager with an active TS/SCI security clearance offering 20+ years of experience derived through service in the United States Army. Possesses a comprehensive background in complex problem solving, staff support, team development, and the operation of complex computer systems. Managed risk to account for over $11 million worth of technical equipment while controlling safety and quality assurance. Trained in identifying and remediating security vulnerabilities and defining strategies to implement and operate a secure cloud infrastructure. Hands-on experience spanning complex cloud security, cloud networking, and infrastructure analysis. Excelled at building strategic partnerships and alliances. Demonstrated expertise in project scheduling and project management methodologies including Agile. Trilingual with fluent Spanish and Portuguese language ability.

# SUMMARY OF QUALIFICATIONS

|  |  |  |  |
| --- | --- | --- | --- |
| Management | Linux | Problem Solving | Information Technology |
| Compliance | Leadership | Amazon Web Services | Automation Optimization |
| Forecasting | Client Service | Specialized Team Manager | Cross Functional Collaboration |
| Supervision | Team Building | Mentoring | Client Relations |
| Communications | Agile | Basic Python | GitHub |

**EDUCATION & CERTIFICATIONS**

Master of Arts: Criminal Justice, 2015, American Military University, WV Bachelor of Arts: Criminal Justice, 2002, University of PR - Carolina, PR Warrant Officer Advanced Course, 2017, Fort Huachuca, AZ

AWS Certified Solution Architect-Associate, Amazon Web Services - Certified 2022 AWS Certified Cloud Practitioner, Amazon Web Services - Certified 2022 Lean Six Sigma Green Belt, Star 6 Sigma Global Academy - Certified 2022 Agile Scrum Professional, Star 6 Sigma Global Academy - Certified 2022

Software Engineering Virtual Experience, JP Morgan Chase & Co. - Certified 2022 Introduction to Data & Data Science, 365 Data Science - Certified 2022 Introduction to RPA and Automation, UiPath - Certified 2022

Computer Crime Investigator (CCI), Defense Cyber Crime Center - Certified 2020 Cybersecurity Analyst (CySA+), CompTIA - Certified 2020

Counterintelligence Digital Threat Investigator, US Army - Certified 2020 Security +, CompTIA - Certified 2018

# PROFESSIONAL EXPERIENCE

**United States Army | 07/02/2002 - Present**

**Counterintelligence (CI) Program Manager - MacDill Air Force Base, FL 09/2018 - Present**

* Successfully increased operations performance by 50% by deploying several monitoring sensors to multiple sensitive locations worldwide to support national security assets.
* Managed a specialized team of CI technicians to identify, and neutralize vulnerabilities on Department of Defense (DoD) computer networks.
* Led a joint service team in a multi-faceted environment exceeding expectations and completing the mission successfully in less time than the one allotted saving the government over $10k.
* Coached and assisted two Soldiers to become managers in the intelligence field.
* Collaborated with other agencies using complex computer systems, software, and equipment to complete analysis of over 100 TB of data to answer national security intelligence gaps.

# Cyber Threat Detection Manager - Fort Meade, MD 08/2016 – 09/2018

* Planned, developed, and evaluated an innovative solution to avoid attribution of Cleared Defense organizations with DoD equities.
* Supervised a cyber analyst team consisting of 10+ DoD civilians and contractors that monitor vulnerabilities on DoD networks and provide cyber threat activity analytics.
* Leverage classified and open-source intelligence repositories to enrich cyber sensors alert information to identify Advanced Persistent Threat (APT) activity.
* Provided technical support for 20+ DoD and US Army classified research programs.
* Oversaw the emplacement and management of a cyber sensor program designed to detect, identify, assess, counter, exploit and/or neutralize APT cyber threat actors targeting US Army equities.
* Directed and presented the unit mission and capabilities to several directors in the Intelligence community.
* Organized and coordinated advanced computer training resulting in the section completing several certifications and increasing the performance of the team’s technical skills**.**

# CI Cyber Specialist - Fort Gordon, GA 02/2012 to 08/2016

* Identified over 100+ network incidents, resulting in an increase of 75% in intelligence report production in the organization.
* Developed and updated cyber forensics’ Standard Operating Procedure (SOP), resulting in 100% compliance with Army Intelligence Command - Cyber Program Office and best practices.
* Managed a cyber forensics team consisting of 10+ CI Cyber agents in support of different organization overseas.
* Supervised forensic examinations and reporting across all classes of digital media, cell phones, mobile computing devices, information systems, and computer networks.
* Facilitated training opportunities for the customer to identify threats and vulnerabilities in their network architecture.
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